
 

 

Information pursuant to art. 13 of EU Regulation n. 2016/679 

for the participation in SEOC Challenge 2024 contest 

 

The information herein is given, in compliance with articles 13 of EU Regulation 2016/679 

(“GDPR”), by Fondazione Opes LCEF and CGM Consorzio Nazionale della Cooperazione Sociale 

Gino Mattarelli s.c.s (collectively, the “Joint Controllers”) as Promoters of the SEOC 

Challenge 2024 contest (the “Contest”), as well as joint controllers of the processing of the 

participants’ personal data collected during the participation in the aforementioned Contest, as 

governed by the related regulation available for consultation at: 

https://seoc2024challenge.apply-idea360.com/en (the “Regulation”). 

It is a condition for participation in the Contest that participants register to the 

https://seoc2024challenge.apply-idea360.com/en website (the “Site”) or log in to it, if the 

user is already registered. 

Information on the processing of personal data of users of the Site, and in particular, of the 

data of users registered on the Site, are contained in the information on the processing of 

personal data made available by Fondazione Italiana Accenture ETS (FIA), manager of the Site 

itself, on the following address: https://fondazioneaccenture.it/en/pages/privacy-policy. 

The following notice is therefore provided by the Joint Controllers to supplement the 

privacy policy of the Site, which is in any case available for consultation by clicking 

on the related link. 

1. Purposes and means of personal data processing 

Your personal data, collected from you or provided to the Joint Controllers by the person who 

will register your organization on the Site, will be processed with manual and IT tools for the 

following purposes: to manage participation in the Contest, to ensure its correct and regular 

realisation in accordance with the provisions of the Regulation and for the related 

administrative, accounting and tax purposes. Furthermore, the abovementioned personal data 

may be legitimately used by the Joint Controllers to fulfil the legal obligations and/or requests 
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of the Public Authority to which they are subject or, again, in cases where processing is 

necessary for the protection of the rights of Joint Controllers and/or their assignors/assignees. 

It is specified that the provision of data for the purposes above is optional: that is, there is no 

legal or contractual obligation to provide personal data; however, since data processing is 

necessary to allow participation in the Contest, failure to provide them will make it impossible 

to participate in the Contest and, therefore, to be awarded the prize provided for by the 

Regulation governing the Contest. 

2. Categories of personal data being processed 

In the context of the aforementioned purposes, the Joint Controllers may collect the following 

categories of personal data: personal data and identity documents or other documents 

required by immigration laws; photographs/images/audio-visual materials; data contained in 

the curriculum vitae; contact details (such as, for example, telephone numbers, e-mail 

addresses, postal addresses). 

3. Legal basis for processing personal data 

The Joint Controllers will process your personal data in full compliance with personal data 

protection laws in force, and in accordance with the provisions of their own internal policies. In 

particular, the Joint Controllers will process your personal data for the purposes referred to in 

this information, for one or more of the following reasons: the Joint Controllers are required to 

do so in compliance with local laws and regulations, the Joint Controllers are required to do so 

for the execution of pre-contractual or contractual measures adopted at the request of the 

interested party, the Joint Controllers have a specific legitimate interest in carrying out this 

processing (such as, for example, in order to manage the correct execution of the Contest, 

answer the requests/communications/complaints relating to the Contest, protect their own 

rights with reference to the proper course of the Contest). 

 

 

 



 

 

4. Communication and disclosure of personal data 

Access to your personal data will be limited to the Joint Data Controllers’ own employees, who 

need to process such data for the purposes referred to in this information, such as IT, 

Administrative, Compliance, Legal, Corporate Investigations and Internal Audit personnel.  

Furthermore, during our activities and exclusively for the purposes listed in this information, 

your personal data may be transferred to the following categories of third party recipients: 

service providers and external consultants, if applicable (for example: IT system suppliers, 

cloud service providers, database providers, external lawyers); other companies belonging 

with the corporate group to which each Joint Controller belongs; any public and/or private 

entity to whom the communication of your personal data is necessary in relation to the 

purposes indicated above. 

Before disclosing, the Joint Controllers will take measures to protect your personal data: any 

third parties such as suppliers and external consultants, to whom your personal data will be 

communicated, will in fact be required to protect the confidentiality and guarantee the security 

of data, using such data exclusively in accordance with the personal data protection laws in 

force. Furthermore, in accordance with the applicable privacy rules, any transfers of your 

personal data to third countries will be based on an adequacy decision or will be governed by 

standard contractual clauses. 

5. Personal data protection 

The Joint Controllers have implemented adequate technical and organizational measures to 

provide an adequate level of security and confidentiality of the personal data processed, in 

order to protect them from destruction, accidental or illegal alteration, accidental loss, 

unauthorized disclosure or access, and from other forms of illegal processing. These measures 

consider: the state of the art of technology; implementation costs; the nature of the data; the 

risk of processing. 

 

 



 

 

6. Personal data retention  

The Joint Controllers will keep your personal data for the time strictly necessary to achieve the 

purposes for which they have been collected, or alternatively for the time required by current 

rules or regulatory requirements.   

In addition, the Joint Controllers will keep your personal data for the appropriate time to 

protect or safeguard their own legal position (for example, with reference to statute of 

limitations, disputes, or verifications by the Authorities).  

Subsequently, your personal data will be permanently removed from the systems and registers 

of the Joint Controllers. 

7. Data subject rights 

You have the right to (in the circumstances and under the conditions provided for by the 

applicable law, with due exceptions): 

• request access to your personal data as well as to some information concerning such a pro-

cessing;  

• request rectification or integration of inaccurate or incomplete personal data concerning you; 

• request erasure of your personal data where the personal data are no longer necessary for 

the achievement of the purposes of the processing;  

• object to processing of your personal data by requesting that the Joint Controllers no longer 

process your personal data; 

• request restriction of processing your personal data in certain limited circumstances; 

• request a copy or the portability of your personal data.  

However, please note that all or some of the rights mentioned above may not apply to certain 

personal data in accordance with the provisions of the applicable data protection legislation and 

regulations. These rights, as provided for in articles from 15 to 22 of the GDPR, can be exercised 



 

 

with a written request addressed without formalities, also through a designated person, by con-

tacting the data protection manager of CGM Consorzio Nazionale della Cooperazione So-

ciale Gino Mattarelli s.c.s at info@socialopencamp.org 

Despite the commitment made by the Joint Controllers and their efforts to protect your personal 

data, if you believe that your data protection rights have been violated, you will have the right 

to lodge, at any time, a complaint with the Data Protection Supervisory Authority, both in the 

country in which you live, and in the country where you carry out your work or in the country in 

which you believe the law on the protection of personal data has been violated. 

8. Changes to this privacy policy 

Any future changes or additions to the processing of personal data with respect to this 

information will be published on the Site at https://seoc2024challenge.apply-idea360.com/en  

9. Joint Data Controllers 

The Joint Data Controllers are: 

• Fondazione Opes Lcef, Via Abbondio Sangiorgio 13, Milan, Italy 

• CGM Consorzio Nazionale della Cooperazione Sociale Gino Mattarelli s.c.s, Via Er-

manno Barigozzi, 24, Milan, Italy 
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